
Cyber attacks have 
evolved, but have your 
defenses and security 
against them evolved too?
Insurance should help you keep your 
business protected before and after 
a cyberattack. We should help you 
understand what you need to secure your 
business against ransomware, malware, 
data breaches and computer crime 
designed to steal your funds and in the 
event of a cyberattack, fully co-ordinate 
your claims response, keep your business 
online and prevent the next attack.

Insurance should be easy to understand! 
If we know what you need to do to protect 
your business against attacks, we should 
give you those tools and then, provide you 
with our expertise if that cyberattack does 
get through your defenses.

Quote
Broad and easy to understand cyber 
insurance with the ability to quote 
and bind in 90 seconds!

Claims
An “always on” hotline service that 
guides you in the minutes after you 
suspect a cyberattack.

Waratah Cyber is the first cyber insurance to provide cyber 
all-risks coverage without the need for an application form. We 
protect your business against your monetary loss caused by:

Business protection to recovery 			
		  and everything in between.

In just 90 seconds, we provide you with insight into your cyber 
defenses, rate, quote,  and bind in a fully automated process.

A cyberattack against 
your business or its
website by external 
or inside parties, 
including
malware, phishing or 
ransomware.

We understand that 
your loss might look  
very different to 
other companies, so 
we work with you to 
manage your business 
from the moment you 
contact us.

Your loss of a laptop 
or mobile phone that 
causes your business 
accidentally to 
lose its data or the 
personal information 
of your business’ 
customers.

We understand that 
as a small business, 
remote working 
is key to you, so 
we also help you 
understand how to 
keep it secure.

A cyberattack against 
your business’ cloud
provider by malicious 
external parties that 
causes the cloud 
provider accidentally 
to lose your business’ 
data or the personal 
information of your 
business’ customers.

We know that 
sometimes it doesn’t 
matter how secure 
you are; sometimes, 
you are only as secure 
as your vendors.

Scan
State of the art information and 
penetration scan to provide the 
most accurate coverage possible.



Your monetary loss can include, 
for example...

Unlike other insurance, we don’t define what losses you might 
suffer; every one of our clients is different, and no two cyber 
attacks are ever the same.

Funds your business loses due to a fraudulent 
funds transfer arising from a cyberattack.

Loss caused by a shutdown of your business’ 
computer network arising from a cyberattack.

Loss or damage others may accuse you of 
causing because of a cyberattack on your 
business.

So after a quick, easy, automated look at your business’s website, we give you some technical help on your 
cyber security, and with a simple and easy to understand insurance policy, we give you protection against 
cyber attacks that cause you monetary loss through:

•	 Property damage to you or damage 
you cause others following a 
cyberattack

•	 Your website or computer systems 
being blocked or taken down

24/7 claims service provided by industry experts who make it 
their business to get you back to yours

Contact us today!

•	 Your personal injury caused by a 
cyberattack

•	 Loss of your data or sensative data 
of your clients

•	 Cyber terrorism or crime gangs

•	 Pollution
•	 Crime
•	 Ransomware


